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Title: DISA Time Lock
Function
This function is to protect a trunk from being used when Authorization Code or Verified Account Code of DISA is hacked. This function is used to protect DISA function of the Route from being used as long as DISA Protection Recover Time, and to release the Protection setting after DISA Protection Recover Time, in case Check error in Authorization Code or Verified Account Code occurs as many times as DISA Protection Fail Count within DISA Protection Unit Time.

Operation Sequence

[DISA Protection Trace Enable using Monitor]

$ call

$ CALL_MON> disam route# 1

[DISA Protection Trace Disable using Monitor]

$ call

$ CALL_MON> disam route# 0

Service Conditions
1. DISA Auto Protection Use Option setting enables the above service.

2. The service is applicable to both Line DISA and DDI DISA.

3. DISA Protection Unit Time must be set.

4. DISA Protection Fail Count (1 ~ 10 times) must be set.

5. DISA Protection Recover Time must be set.

6. DISA Blocking restricts outgoing calls but allows incoming calls to extension.

7. DISA Blocking helps to process an outgoing call through DISA to Vacant number option set per route and Day/Night.

Data Generation

1. DISA Auto Protection Use Option Setting

   [4.8 Trunk Route Base All Option => DISA Auto Protection Use]

2. DISA Protection Unit Time Setting

   [4.8 Trunk Route Base All Option => DISA Protection Unit Time]

3. DISA Protection Fail Count Setting

   [4.8 Trunk Route Base All Option => DISA Protection Fail Count]

4. DISA Protection Recover Use Option Setting

[4.8 Trunk Route Base All Option => DISA Protection Recover]

5. Route-based Vacant Number Processing Option Setting

   [4.8 Trunk Route Base I/C Day/Night Option => I/C Vacant Extension Call]

Interactions 

N/A

Hardware
N/A

(
OMS Menu Description
[Sample Screen Description]  Menu Number : 4.8
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(
How to Use
1
Query

1) Click Query button.

2
Change

1) Change an item you want to change

2) Click Change Button. 

3) Click Send button.
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